ENABLING YOU TO CLASSIFY AND SECURE BUSINESS CRITICAL INFORMATION

Klassify"' Data Classification Made Easy for

MS Office

MS Outlook

Product Datasheet

Klassify™ is an information classification

solution that enables organizations to ensure
consistent and proper handling of their
documents emails by involving & enforcing end

users in an organization to classify data, resulting

in increased information security awareness.
Klassify enforces classification while a users creates
documents or emails, thereby clearly identifying the
sensitivity of information, applying classification
labels and protective markings to these emails and
documents. As users work with the information, visual
classification labels encourage them to appropriately
handle the information as per their organization’s
information security policy.
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Klassify™ applies classification in form of visual
markings in header and footer to Microsoft Word,
Excel and PowerPoint documents, in addition to
watermarking in Microsoft Word. In Microsoft outlook
it applies classification labels in the email message
body & subject to clearly identify sensitivity of
information within the email. Klassify™ also provides
the users with an option to classify their existing
documents using Bulk Classification Interface where
a user can classify a large number of Microsoft Office
and PDF documents in one go. Klassify also logs the
classification and reclassification events, which are
visible to any user having Klassify™ on the PC and
Klassify™ adminthrough theserver console.
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Business Drivers: Why Klassify?

» Ensure direct participation of the end users in the
information security program

* Increase the awareness regarding data sensitivity
e Enhance security of your organization
* Increase confidence of customers and partners

« Enhance compliance to Corporate Policies / Industry or
government regulations / Security Standards / Best
Practices

« Enhance protection for Intellectual Property
* Control the flow of Information

e Support downstream Security Solution like DLP, SMTP
Gateways

* Improve the effectiveness of DLP

For evaluation and discussion on how Klassify
can help you enforce data classification. Pls

contact us at info@klassify.in
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Wed 03-06-2015 16:28
Sukhpal Sandhu <sukhpal@expertsource.in>
CONFIDENTIAL: Information documents for business planning
To  Prince Kumar
Classification - 'CONFIDENTIAL'
Hi Prince,
Find attached information documents for business planning.
Regards,

Sukhpal Sandhu

This mail is classified as 'CONFIDENTIAL' by Sukhpal Sandhu on June 03. 2015 at
16:27:29
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Klassify™ comes with K-Server, which is a centralized console for data classification policy management and enforcement. It
discovers endpoints in network and deploys Klassify client on them. It discovers endpoints using AD fetch, IP Address range, etc.
K-Server also mange logs and generate reports. It is a single interface to install, enforce, manage, monitor, update & uninstall the
Klassify™ client and data classification policy. K-Serverhas reporting and search function for all classification events across the
organization, generated by any user having Klassify™ installed. It gives compliance & governance teams a complete view into
classification events and even provides a dashboard which shows reclassification events where a document’s classification has
been lowered fore.g. where a user changed classification from Confidential to Internal or Public.

P o ano Dsshbcard

o < - () (2] st sl ]6 s visin
P R —— =m ) B ety Mange Wy rodit Lok B < VTl Kl ey I il Charming 3. e DO W rearase. rans iy Manea wess 1y Profurt ¥ o e YeiTube Lokl . sany i Gl Charmag 2. ads 0ok 1
- — e = - S——
= Aasst T ® B Qlassify . 2
WLALSS) e S o e i
- " Dashboard
m Discovery ushiboan

Daploymant

Sedectutype e discover machines: | (@Dicivery ) iscuary oy W ASess

- Licanse Cllant
T T T

2168110 s .

; ™

2108138 e

21681140 rem——

21641 210 been T2kt

[CIE bhat5100m50

K | ¥ i
Esggg: :

Why Do I Need Data Classification?

Data Classification is one of the most important ingredients for enforcing information security within an organization. Whether
you are a private, public or government sector organization, the very basic need of information security is to identify and classify
information, enabling the organization to select and deploy required security controls.

Central Management Across About Expert TechSource

E nte rp r| se “We have been passionate about data security for last 25
) . ) years and we continue to remain so”
Klassify™ enforces classification schema defined by your
organization while the users create documents and send We are Expert TechSource Pvt. Ltd., a company founded by
emails. The user has to mandatorily select classification Information security professionals. We have been running a

level of d t and il_he/sh t successful info-sec enterprise for more than two decades in India.
evel of every document and email he/she generates, Based on the hands on experience we identified the market need

which gets added in the form of visual marking and for user friendly, simple yet effective Data Classification tool.
metadata. This helps organizations to enforce
information security compliance, increase the accuracy Klassify is designed based on ouryears of experience, research and

. . the vision to involve end user in data classification
and effectiveness of DLP, increase the awareness of users

end m?ke them actively participa'te in the ir‘1f‘orma?tion To know more about Expert TechSource please visit at:
security process by enforcing classification. www.klassify.in
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Classification simplified

Expert TechSource Pvt. Ltd. SINGAPORE

221, Tower A, Spaze Itech Park, Sohna Road, Gurgaon - 122002, India 8, Eu Tong Sen Street, #12-99, The Central, Singapore 059818

Ph.: +91 7404 130 391 Ph.: +65 8292 1930

Email: info@klassify.in |  Web: www.klassify.in Email: info@klassify.in |  Web: www.klassify.in
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